Coordination and Approval

The System Security Authorization Agreement (SSAA) is a formal agreement among the
Designated Approving Authority (DAA), the Certification Authority (CA), the User
Representative, and the Program Manager (PM). It documents the conditions of the certification
and accreditation of a system, and is used throughout the DITSCAP process to guide actions,
document decisions, specify information assurance requirements, document certification
tailoring and level-of-effort, identify possible solutions, and maintain operational system
security. The SSAA is a living document, and becomes the baseline security configuration

document after accreditation.

By signing, the DAA, CA, User Representative and PM agree to the information documented in
the SSAA during the applicable phase of the Department of Defense Information Technology
Security Certification and Accreditation Process (DITSCAP).
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- JOHN SMITH/
_Deputy Chief of Staff for
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Lieutenant Colonel
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Designated Approving Authority
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